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Security Tips

Keep your passwords safe. Use a secure and
reliable password manager.

A single careless click can expose your
sensitive information. Think before you click!

This will ensure your anonymity on the internet.

Avoid downloading apps or software that
look suspicious. It may result in malware.

Remember: what you post on the internet
will stay there forever.
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Keep "5

Avoid opening attachments and clicking on links when
the content is not adequately explained (e.g. “watch this
video, it's amazing.”)

Be suspicious of clickbait titles (e.g. click here for
free teaching resources)

Check email and nhames of people you have
received a message from to ensure it is legitimate.

Look for inconsistencies or give-aways (e.g. grammar
mistakes, capital letters, excessive number of
exclamation marks.)

Not sure that an email you have received is safe...ask
the ICT Techician to have a look
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Password ‘Y

Password leaks are dangerous since they can compromise the
school’s entire infrastructure. Not only should passwords be secure
so they won't be easily hacked, but they should also remain secret.
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